Annex 3c


	General objective

(Art. 3.1.)
	Specific Objectives - SO (Art. 3.2.) 

Operational Objectives – OO (Art. 3.3.)


	National programmes and EU level types of actions/operations
	Suggestions for COMMON INDICATORS are outlined in BOLD

	
	
	Possible actions/operations/interventions
(non-exhaustive list)
	Output indicators
(they reflect the direct products of an action and generally measure the quantity of elements produced/achieved through an action/activity etc.)
	Result indicators
(they reflect the effects of an action and measure the action's broader achievements)


	A high level of security in the European Union
	Specific Objective Art. 3.2. a) Preventing and combating cross-border, serious and organised crime including terrorism, and reinforcing coordination and cooperation between law enforcement authorities of Member States and with relevant third-countries

	
	O.O. Art. 3.3. a) Measures (methodologies, tools, structures) strengthening Member States' capability to prevent and combat cross-border, serious and organised crime including terrorism, in particular through public-private partnerships, the exchange of information and best practices, access to data, interoperable technologies, comparable statistics, applied criminology, public communication and awareness raising

	 Art. 4.1  – Eligible actions

(a) actions improving police cooperation and coordination between law enforcement authorities, including joint investigation teams and any other form of cross-border joint operation, the access to and exchange of information and interoperable technologies
(b) networking, mutual confidence, understanding and learning, the identification, exchange and dissemination of know-how, experience and good practices, information sharing, shared situation awareness and foresight, contingency planning and interoperability
(c) analytical, monitoring and evaluation activities, including studies and threat, risk and impact assessments
(d) awareness raising, dissemination and communication activities
(e) acquisition and/or further upgrading of technical equipment, secure facilities, infrastructures, related buildings and systems, especially ICT systems and their components, including for the purpose of European cooperation on cyber crime, notably with the European Cybercrime Centre
(f) exchange, training and education of staff and experts of relevant authorities, including language training and joint exercises or programmes

(g) measures deploying, transferring, testing and validating new methodology or technology, including pilot projects and follow-up measures to Union funded security research projects

	· Law enforcement officials trained on cross-border related topics 

· Number of JITs projects in which MS participated 
· Number of expert meetings, workshops, seminars and conferences organised in the field of internal security, terrorism, organised crime and crisis management 

· Number and value of projects in the area of crime prevention 

· Number of beneficiaries of projects related to the victims support of crime and/or terrorism 

· Number of information exchange projects 

· Number of actions related to the "Policy cycle on Serious and   Organised Crime 2013-2017" 

· Amount of criminal proceeds confiscated by MS on a yearly basis
	· Number of new prototypes, technologies and equipment validated in the field of internal security

· No. of public-private partnerships set up to prevent and respond to criminal activities in the field of internal security 
·  Establishment of a National Passengers Information Unit in accordance with the legislation 

	
	O.O. Art. 3.3. b) Administrative and operational coordination, cooperation, mutual understanding and the exchange of information among Member States' law enforcement authorities, other national authorities, relevant Union bodies and, where appropriate, with third-countries

	
	
	

	
	O.O. Art. 3.3. c) Training schemes in implementation of European training policies, including through specific Union law enforcement exchange programmes, in order to foster a genuine European judicial and law enforcement culture

	
	
	

	
	O.O. Art. 3.3. d) Measures and best practices for the protection and support of witnesses and victims of crime
	
	
	

	
	Specific Objective Art. 3.2. b) Enhancing the capacity of Member States and the Union for managing effectively security-related risks and crisis, and preparing for and protecting people and critical infrastructure against terrorist attacks and other security related incidents

	
	O.O. Art. 3.3. e) Measures strengthening Member States' administrative and operational capability to protect critical infrastructure in all sectors of economic activity, including through public-private partnerships and improved coordination, cooperation, exchange and dissemination of know how and experience within the Union and with relevant third-countries
	Art. 4.2  – Eligible actions

(a) actions improving police cooperation and coordination between law enforcement authorities, including joint investigation teams and any other form of cross-border joint operation, the access to and exchange of information and interoperable technologies
(b) networking, mutual confidence, understanding and learning, the identification, exchange and dissemination of know-how, experience and good practices, information sharing, shared situation awareness and foresight, contingency planning and interoperability
(c) acquisition and/or further upgrading of technical equipment, including ICT systems and their components
(d) exchange, training and education of staff and experts of relevant authorities, including language training
(e) awareness raising, dissemination and communication activities

(f) threat, risk and impact assessments

(g) studies and pilot projects
	· Number of tools put in place and/or further upgraded to facilitate the protection of critical infrastructure by Member States in all sectors of the economy 


	· Number of projects related to the assessment and management of risks in the field of internal security 



	
	O.O. Art. 3.3. f) Secure links and effective coordination between existing sector-specific early warning and crisis cooperation actors at Union and national level, including situation centres in order to enable the quick production of comprehensive and accurate overviews in crisis situations, coordinate response measures and share open, privileged and classified information.
	
	
	

	
	O.O. Art. 3.3. g) Measures (methodologies, tools and structures) strengthening the administrative and operational capacity of the Member States and the Union to develop comprehensive threat and risk assessments in order to enable the Union to develop integrated approaches based on common and shared appreciations in crisis situations and to enhance mutual understanding of Member States' and partner countries' various definitions of threat levels. 
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